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Contract Review Permanent Legislative Oversight Committee
Alabama State House
Montgomery, Alabama 36130

CONTRACT REVIEW REPORT

(Separate review report required for each contract)

Name of State Agency: Supreme Court & State Law Library

R — Thomson Reuters (West Publishing Co.)

610 Opperman Drive Eagan MN
Contractor’s Physical Street Address (No P.O. Box) City ST

* [s Contractor organized as an Alabama Entity in Alabama? YES X NO
* [f not, has it qualified with the Alabama Secretary of State to do business in Alabama? YES NO

X
Is Act 2001-955 Disclosure Form Included with this Contract? YES NO

Does Contractor have current member of Legislature or family member of Legislator employed? YES No_ X
Was a lobbyist/consultant used to secure this contract OR affiliated with this contractor? YES NO
If Yes, Give Name:

p2015-001
330,516.00

Contract Number:,

Contract/Amendment Total: § (estimate if necessary)

%State Funds._ +00% % Federal Funds: % Other Funds: o

**Please Specify Source of Other Funds (Fees, Grants, etc.)
October 1, 2015 Dt Gt Eiidas September 30, 2017

Date Contract Effective:

TypeContract: NEW:___ RENEWAL: AMENDMENT:
If Renewal, was it originally Bid? Yes. ~ No_

[f AMENDMENT, Complete A through C:

(A) Original contract total h)

(B) Amended total prior to this amendment b

(C) Amended total after this amendment S
Was Contract Secured through Bid Process? YES NO_ *  Was lowest Bid accepted? Yes No
Was Contract Secured through RFP Process? YES = NO Date RFP was awarded: 07/29/2015
Posted to Statewide RFP Database at http://rfp.alabama.gov/Login.aspx YES No_ X

If no, please give a brief explanation: The RFP was posted on the Judicial System website.

, . To provide online computer-assisted
Summary of Contract Services to be Provided:

legal research to all justices, judges, clerks, and attorneys

in the Judicial Branch.

Why Contract Necessary AND why this service cannot be performed by merit employee: Lega 1 research is
fundamental aspect to the judicial decision-making process.

Online research is the most cost-efficient method of legal research.

~ Signature of Contractor

Timothy A. Lewis . « pur S. /\/er—sw
Printed Name ”‘T b " Printed Name

Kpescy Cinacy,_ Y10 LEWLE oo (334) 229-0578

Revised: 2202013




GENERAL TERMS AND CONDITIONS

Thomson Reuters Legal Products and Services

These General Terms and Conditions govern your use of the Thomson
Reuters Legal information products, software products or services in the
Thomson Reuters ordering document. “We”, “our”, “Thomson Reuters”
and “Thomson Reuters Legal™ means West Publishing Corporation and
our affiliates; “you” and “your” means the Subscriber identified in the
ordering document,

The ordering document identifies the Thomson Reuters products and
services, the quantities, charges and other details of your order. The
ordering document also refers to documents which may apply to the
products or services you selected. The ordering document, any applicable
referenced documents and these General Terms and Conditions constitute
the complete agreement and supersede any prior discussions or
representations regarding your order. If the terms of the ordering
document are different from these General Terms and Conditions, the
ordering document will have priority.

1. License Terms. (a) We grant a non-exclusive, non-transferable,
limited license to you to use the product in your ordering document in the
regular course of your business. We maintain all rights of ownership to
our products. Our products change from time to time. Access to certain
data may be restricted. We are not providing legal advice by allowing
you to use our products. Your interpretations of data are your own for
which you have full responsibility.

(b) Software product licenses include updates (bug fixes, patches,
maintenance releases) but do not include upgrades (releases or versions
that include new features or additional functionality). You may use our
software product in object code only. You may make copies of our
software product for backup and archival purposes. The copy must
include an embedded copyright or proprietary rights notice. No other
copying or reproduction is allowed. You may not modify, translate or
create derivative warks of our software products.

(¢) You may quote and excerpt from our information products in your
worlc with the appropriate cite and credit to the source. You may store
insubstantial amounts of data from our information products in a secure
internal system in the regular course of your business. You may display
our information product data internally. You may transmit our
information product data electronically using a feature in the information
product or print and share that information product data as necessary in
the regular course of your business. Copyright notices must be retained
on the transmitted or printed items. The Copyright Act (17 U.S.C.A. 107)
fair use provision may allow additional uses.

(d) You may not sell, sublicense, distribute, display, store or transfer
our products or any data in our products in bulk or in any way that could
be used to replace or substitute for our products or services in whole or in
part or as a component of any material offered for sale, license or
distribution to third parties. You may not use any means to discern the
source code of our products.

(e) Your access to certain products and services is password protected.
You are responsible for assigning the passwords and maintaining
password security. Sharing passwords is strictly prohibited.

(f) You may not run or install any computer software or hardware on
our products or network or introduce any spyware, malware, viruses,
Trojan horses, backdoors or other software exploits.

(g) We are not a consumer reporting agency. You may use information
product data to support your own processes and decisions but you may
not deny any service or access to a service to a consumer based on the
information product data. Examples of types of service include eligibility
for credit or insurance, employment decisions and any other purpose
described in the Fair Credit Reporting Act (15 U.S.C.A. 1681b).
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(h) It the Financial Industry Regulatory Authority regulations apply to
you, you may use our information products to verify the accuracy and
completeness of information submitted to you by each applicant for
registration on Form U4 or Form U5 in compliance with the
requirements of FINRA Rule 3110. You may use the information
products in this manner only in furtherance of written policies and
procedures that are designed to achieve your compliance with FINRA
Rule 3110 or as otherwise allowed by these General Terms and
Conditions.

2. Third Party Providers. Our products may include data and/or
software from third parties. Some third party providers require us to pass
additional terms through to you. The third party providers change their
additional terms occasionally and new third party providers are added
from time to time. To see the current third party additional terms for
Westlaw and CLEAR information products go to
http://legalsolutions.com/westlaw-additional-terms and
htip://legalsolutions.com/clear-additional-terms.

3. Regulated Data. Due to the regulated or private nature of some data
in our information products like credit header data, motor vehicle data,
driver license data and voter registration data, you may need to complete
a credentialing process which will include certifying what your legally
permissible use of the data will be. You agree to immediately notify us if
any of the information you provided in your ordering document or during
the credentialing process changes. You agree and warrant that you are
the end user of this data and that you will only use it for your own
internal business purposes. You also warrant that you will strictly limit
the access, use and distribution of this data to uses permitted under
applicable laws, rules and regulations and as permitted by the third party
additional terms. You will keep the data confidential. You will use
industry standard administrative, physical and technical safeguards to
protect the data. You will not disclose it to anyone except as necessary
to carry out your permissible use. You will immediately report any
misuse, abuse or compromise of the data. You agree to cooperate with
any resulting inquiry. If we reasonably believe that the data has been
misused, abused or compromised, we may block access without
additional notice. You are responsible for all damages caused by misuse,
abuse or compromise of the data by you, your employees and any person
or entity with whom you shared the data. We will be responsible for
damages caused by us.

4. Hosted Services. (a) Our hosted services are designed to protect the
content you store in the hosted service. You grant us permission to use,
store and process your content in accordance with applicable law.
Access and use of your content by our employees and contractors will be
directed by you and limited to the extent necessary to deliver the hosted
service, including training, research assistance, technical support and
other services. We will not disclose your content except in support of the
use of the hosted services or unless required by law. If the agreement
expires or is terminated, we will provide access to the hosted service for
180 days so that you may remove your content. The agreement will
remain in effect through the 180-day extraction period.

(b) We will provide notice to you of any unauthorized third party
access to your content of which we become aware in accordance with
applicable law and will use reasonable efforts to remediate identified
security vulnerabilies. If your content is lost or damaged, we will assist’
you in restoring the content to the hosted service from your last available
back up copy.
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(c) You are responsible for ensuring that your content does not infringe
on any intellectual property right, violate any applicable laws or the
terms of any agreement. If we are notified that your content may infringe
on the intellectual property rights of a third party we may be obligated to
delete or disable it from the hosted product under the Digital Millennium
Copyright Act (17 U.S.C.A. 512).

5. Professional Services. The professional services applicable to your
order, if any, are described in the ordering document or a statement of
work.

6. Privacy. The parties will at all times process personally identifiable
information (PII) you provide to us in accordance with applicable law.
You confirm that you will only upload or disclose PII as permitted by
applicable law. The parties will use reasonable efforts to assist one
another in relation to the investigation and remedy of any claim,
allegation, action, suit, proceeding or litigation with respect to alleged
unauthorized access, use, processing, or disclosure of PII. Each party will
maintain, and will require any third party data processors to maintain,
appropriate physical, technical and organizational measures to protect the
PII against accidental, unauthorized or unlawful destruction, loss,
alteration, disclosure, or access. PII includes any information relating to
an identified natural person or a natural person who can be identified
directly or indirectly by means reasonably likely to be used by the
controller of the information, or any other natural or legal person.

7. Confidentiality. Confidential information received from each other
will not be disclosed to anyone else unless required by law or if
necessary to perform the agreement. The receiving party agrees that
during the term of the agreement and for three years afterward, it will
continue to protect the confidential information. If a court or government
agency orders either of us to disclose the confidential information of the
other party, the other party will be promptly notified so that an
appropriate protective order or other remedy can be obtained unless the
court or government agency prohibits prior notification.

8. Warranties and Disclaimer of Warranties. OUR INFORMATION
PRODUCTS ARE PROVIDED “AS IS WITHOUT ANY
WARRANTY OF ANY KIND. WE WARRANT OUR SOFTWARE
PRODUCTS WILL CONFORM TO OUR DOCUMENTATION.
WE WARRANT THAT WE PROVIDE SERVICES USING
COMMERCIALLY REASONABLE CARE AND SKILL. WE DO
NOT WARRANT UNINTERRUPTED OR ERROR-FREE
OPERATION OF OUR PRODUCTS OR THE LIFE OF ANY URL
OR THIRD PARTY WEB SERVICE. THESE WARRANTIES
ARE THE EXCLUSIVE WARRANTIES FROM US AND
REPLACE ALL OTHER WARRANTIES, INCLUDING
WARRANTIES OF PERFORMANCE, MERCHANTABILITY,
FITNESS FOR A PARTICULAR PURPOSE, ACCURACY,
COMPLETENESS AND CURRENTNESS.

9. Liability. (a) The entire liability of Thomson Reuters or any of our
third party providers for all claims arising out of or in connection with
the agreement will not exceed the amount of any actual direct damages
up to the amounts you paid in the prior 12 months for the product that is
the subject of the claim. We are not liable for special, incidental,
exemplary, indirect or economic consequential damages, anticipated
savings, lost profits, lost business, lost revenue, or lost goodwill.

(b) We will not be responsible if our product fails to perform because
of third party software, your hardware malfunction, your actions or
inaction, such as failing to follow the usage instructions or adhering to
the minimum recommended technical requirements, changes you make
to our product, your failure to implement and maintain proper and
adequate backup and recovery systems, or your failure to install updates.
[f we learn that our product failed because of one of these, we reserve the
right to charge you for our work in investigating the failure. At your
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request we will assist you in resolving the failure at a fee to be agreed
upon.

(c) If a third party sues you claiming that a product you licensed in the
agreement infringes that party’s intellectual property right and your use
of our product has been in accordance with the terms of the agreement,
we will defend you against the claim and pay damages that a court finally
awards against you or that are included in a settlement approved by us.
You must promptly notify us in writing of the claim, supply information
we reasonably request, and allow us to control the defense and
settlement. We have no liability for claims that include items not
provided by us.

10. Term, Termination. (a) The term and any renewal terms for the
product are described in the ordering document.

(b) We may suspend or limit your use of our products or services or
terminate the agreement if, in our sole discretion, we determine that your
use may result in a risk to public safety, or that there has been a breach of
security, material breach of your obligations under the agreement,
material breach of any other agreement between the parties or a violation
of law. If the cause of the suspension is reasonably capable of being
remedied, we will provide you notice of what actions you must take to
reinstate the product. If you fail to take the actions or the cause cannot be
remedied within 30 days, we may terminate the agreement

(¢) You may terminate the agreement immediately upon written notice
if we commit a material breach and fail to cure the material breach within
30 days.

(d) We may amend these General Terms and Conditions from time
to time by giving you at least 30 days prior written notice. You may
request good faith negotiations regarding the amended terms and
conditions. If the parties cannot reach mutual agreement on the amended
terms and conditions within 30 days, you may terminate the agreement
immediately on written notice.

(e) Upon termination, all licenses end immediately. You will return
software products to us or uninstall and destroy them. Termination of the
agreement will not relieve you of your obligation to pay us any amounts
you owe up to and including the date of termination.

11. Force Majeure. Each party’s performance under the agreement is
subject to interruption and delay due to causes beyond its reasonable
control, such as acts of God, acts of any government, war or other
hostility, civil disorder, the elements, fire, explosion, power failure,
equipment failure, industrial or labor dispute, inability to obtain
necessary supplies, and the like.

12. General. (a) You may not assign the agreement to anyone else
without our prior written consent. We will provide you with written
notice if we need to assign the agreement as part of our business
operations.

(b) Any comments, suggestions, ideas or recommendations you provide
related to any of our products or services are our exclusive property.

(c) Our products may not be exported or re-exported in violation of the
U.S. Foreign Corrupt Practices Act, the U.S. Export Administration Act or
any other applicable laws, rules and regulations.

(d) United States Government use, duplication or disclosure of our
software products is subject to applicable restrictions of the following
regulations: Commercial Computer-Restricted Rights [FAR 52.227-19(a) -
(d)]; Rights in Technical Data and Computer Product [DFARS 252.227-
7013(c)(1)(ii)]; the Commercial Computer Product — Restricted Rights [48
CFR 52.227-19 (¢)(1) and (¢)(2)]; and similar clauses in the NASA FAR
Supplement. These restrictions do not apply to our information products or
services.

999.dot



WEST ORDER FORM ~ SPECIAL OFFER

610 Opperman Drive, P.O. Box 64833 By PR
St. Paul, MN 551641803 ¢} THOMSON REUTERS
Tel: 651-687-8000 R
ey T SUBSCRIBER INFORMATION
Account 1000014530 Contact Name
Name State of Alabama - Administrative Office of the Courls Title
Address Line 1 300 Dexter Ave Email
Address Line 2 Montgomery, AL 36104 Phone
OFFER INFORMATION I = 4
reement Number | 00086967.0 Effective Date 10/01/2015
|
Material ID Subscribed Products & Services Authorized Users Subscription Periods Monthly Charges
40973463 | Westlaw: American Law Reports Enterprise 10/1/2015 - 9/30/2016 $13,568
40973477 Westlaw: All Analytical Enterprise 10/1/2016 - 9/30/2017 $13,975
40973479 | Westlaw: American Jurisprudence 2nd Enterprise
40973788 | Westlaw: Alabama Analytical Enterprise
40974243 | Westlaw. Corpus Juris Secundum Enterprise
40975154 | Westlaw: Alabama Family Law Practitioner Core Enterprise
40986389 | Westlaw: National Reporter Images Enterprise
40989479 | Westlaw: Federal Dockets - Alabama Enterprise
40990097 | Westlaw: All Texts & Periodicals Enterprise
40980136 | Westlaw: Appellate Court Brief + - Alabama Enterprise
40982194 | Westlaw: Alabama State Public Records Enterprise
41014549 | Westlaw: National Secondary Resources Premium Enterprise
41018464 | Westlaw: Alabama Criminal Secondary Enterprise
41054426 | Westlaw: State Advocate - Alabama Enterprise
80000111 | Westlaw: Basic Enterprise

1. The General Terms and Conditions, located at static.legalsolutions.thomsonreuters com/static/general-temms-conditions pdf apply to alf products licensed en
this ordering document. In the event that there is a conflict of terms between the General Terms and Conditions and this ordering document, the terms of this
ordering decument control.

2. Charges, Payments & Taxes. You agree to pay all charges in full within 30 days of the date of invoice. You are responsible for any applicable sales, use, value
added tax (VAT), etc. unless you are tax exempt.

3. Excluded Charges. If you access products or services that are not included in your subscription you will be charged our then-current rate (“Excluded Charges”)
Excluded Charges will be invoiced and due with your next payment. For your reference, the current Excluded Charges schedules are located at
http //legalsolutions.com/schedule-a-library-aovernment, and Excluded Charges change from time-to-time upon 30 days written or online notice. We may, at our
option, make certain products and services Excluded Charges if we are contractually bound or otherwise required to do so by a third party provider or if products or
services are enhanced or if new products or services are released after the effective date of this ordering document. Modification of Excluded Charges or Schedule
A rates is not a basis for termination under paragraph 10 of the General Tems and Conditions.

4. Returns and Refunds. Westlaw (including Westlaw China, Campus Research, Paralegal, Patron Access and Correctional Facilities), CLEAR {including CLEAR
Window), Monitor Suite, ProView eBook, West LegalEdcenter, Software, TREWS, Serengeti and Practice Solutions charges are not refundable. Please see
static.leqalsolutions thomsonreuters. com/static/returns-refunds.pdf or contact Customer Service at 1-800-328-4880 for additional details regarding our policies on
returns and refunds, including returns and refunds applicable to print preducts received as part of a multi-year contract such as, but not limited to, special offer and
print combination agreements.

5. Applicable Law. This ordering document will be interpreted under Minnesota state law. Any claim by one of us may be brought in the state or federal courts in
Minnesota. If you are a state or local governmental entity, your state's law will apply and any claim may be brought in the state or federal courts located in your
state. If you are a United States Federal Government customer, United States federal law will apply and any claim may be brought in any federal court.

6. Confidentlality. You understand that disclosure of the terms contained in this ordering document would cause competitive harm to us, and you agree not to
disclose these terms to any third persen

7. Termination. This ordering document shall terminate simultaneously with termination of the General Terms and Conditions.

8. Passwords. For our products accessed by individually-issued passwords, each user, including each user that receives training, must purchase and be assigned
his/her own password. Passwords may only be used by the person to whom the password is issued. Sharing of passwords between or among your personnel is
STRICTLY PROHIBITED. We reserve the right to issue additional passwords to you and charge you for such additicnal password if we learn that a password has
been used by a person other than the person to whom the password has been issued.

9. Material Change. The parties agree to good faith renegotiation of the terms and conditions of this ordering document if there is a material change in your
organizational structure including, but not limited to merger, acquisitions, significant increase in the number of attorneys at a location covered by the agreement,
divestitures or downsizing. If you merge with, acquire or otherwise combine with another West products/services subscriber, you will pay the invoiced charges on
both agreements as they become due until a superseding agreement is negotiated in good faith.

10. Optional Subscription Periods. You may extend the term for 2 additional 1 year Subscription Periods with prior written notice. The Monthly Charges for each
additional Subscription Period, if elected, will be as follows:

Subscription Period Monthly Charge
10/1/2017 - 9/30/2018 $14,393
10/1/2018 - 9/30/2018 $14,825

This Offer expires August 27, 2015at 700 pm. CT



ACKNOWLEDGMENT
| warrant that | am autharized to accept these terms and conditions on behalf of Subscriber.

State of Alabama - Adminigprative Office of the Courts WEST PUBLISHING CORPORATION

> 70’ " )\ lV_\;LZ'_,&‘“ = CQ‘-_/ 9«4 Q,.»\_W-;_QIC:T
Signature ate¥ Signature Date
N
]'\""Q‘{W -~ L"eu‘)'@ ) NV o T 151 (A
Name (please prifft) Name (please print)
__le' ecter Q,ro? Stafe aw Ub'w ran ._>4&1-’-5h,gu,mw4~9 U Lot
Title Title

SUBSCRIBER INFORMATION EXHIBIT

SEF LER -;.--;.,--,4 ] e ’-s SUBSCRIBER OFFICE & ADMINISTRATOR INFORMATION Lllghes s BBk L 1 N
Subscriber's : % of Total Server
Offices Pf::;';:ﬁ;:g?::gzye Email Address Departrg?:ltllPrachca Product Users by Location
{City, State) P Location? (YIN)

" Administrator(s) will always count as a user on per user subscriptions
* Taxes for software products will be based on the user by location percentage you grovide above

| SPECIAL OFFER BILLING OPTIONS (FOR MULTIPLE LOCATIONS ONLY) 1. =

___DEFAULT. UNLESS OTHERWISE SPECIFIED, YOU WILL RECEIVE ONE COMBINED MONTHLY INVOICE AND A COPY OF EACH PARTICIPATING
ACCOUNT'S LOCATION USAGE REPORTS - ALL MAILED TO THE PAYER ACCOUNT OFFICE.

___AS 8. Your current billing arrangement should remain unchanged.

___ALTERNATIVE #2, Each account will be billed separately, each receiving an invoice and a location usage report. Special offer adjustments will be
allocated to the individual accounts based on their actual usage charges.

____ALTERNATIVE #3. An invoice and location usage report will be created for each office, allocating special offer adjustments to individual accounts based

on their actual usage charges, however each account invoice and associated location usage reports will be independently mailed to the account noted below
rather than to the invoiced account location.
Mail to Account:

Please note: These billing arrangements do not affect Quickview+.

|
|

Foatat Berl -

Governor, State of Alabama Date

Reviewed by Contract
Review Committee

Contract #C,M,
SEP 1 0 2015

Alabama Legighture

Gina Shaffer, Clerk
This Offer expires August 27 2015at700pm CT



IMMIGRATION STATUS

[ hereby attest that all workers on this project are either citizens of the United States or
are in a proper and legal immigration status that authorizes them to be employed for pay

within the United States.

Signature of Contractor

! "
A
L ,Q,guft,Lﬁ’.li, f{f‘t:ﬁ ( o

. o
Witness

e



(M

2)

3)

(4)

)

(6)

(7)

(8)

9)

GOVERNOR’S ADDITIONAL CONTRACT QUESTIONS FORM

If this contract was not competitivelg Bid, explain why not:
The contract was awarded through the RFP process because a

contract for computer-assisted legal research is considered
a professional services contract, A-G Opinion 2001-273

If this contract was not competitively Bid because the contractor is a sole source
provider, please explain who made the sole source determination and on what basis:

If contract was awarded by RFP, what process was used, was it competitive, how many

vendors were contacted, and how many proposals were received?
The RFP was sent to all vendors provided by State Purchasing.

367 vendors were sent the RFP. We received one response.

If contract was awarded by RFP, was it awarded to the person or company with the
lowest monetary proposal? If not, explain why not.

If contract was awarded by RFP, how and by whom were the proposals evaluated? .
The proposal was evaluated by the Law Library staff, including

the Director who has been evaluating RFP's for over 20 years.

If this contract was not awarded through either Bid or RFP process, explain why not:

If this contract was not awarded through either Bid or RFP process, how was it awarded?

Did agency attempt to hire a State Employee? If so who from the State Personnel

Department did you talk to?
o. No one. This could not have been performed by one employee.

How many additional contracts does contractor have with the State of Alabama and

which agencies are they with?
See attached Disclosure Statement.

Signa



State of Minnesota )
County of  Dakota )

CERTIFICATE OF COMPLIANCE WITH THE BEASON-HAMMON ALABAMA
TAXPAYER AND CITIZEN PROTECTICN ACT (ACT Z2011-535, as amended by
ACT 2012-491)

DATE:  June 25,2015

RE Contract/Grant/Incentive (describe by number or subject):

Computer Assisted Legal Research by and between

West Publishin rporation d/b/a Wi a Thomson R i (ContraCtor/Grantee)

and

Alabama Supreme Court and State Law Library (State Agency, Department

or Public Entity

The undersigned hereby certifies to the State of Alabama as

follows:

L The undersigned hclds the peosition of Director with the
Contractor/Grantee named above, and is authorized to
provide representations set out in this Certificate as the
official and binding act of that entity, and has knowledge
of the provisicns of THE BEASON-HAMMON ALABAMA TAXPAYER AND
CITIZEN PROTECTION ACT (ACT 2011-535 of the Alabama
Legislature, as amended by ACT 2012-491) which is described
herein as “the Act.”

2. Using the following definitions from Section 3 of the Act,
gselect and initial either (a) or (b), below, to describe
the Contractor/Grantee’s business structure.

BUSINESS ENTITY. Any person or group of persons
employing one or more persons performing or engaging
in any activity, enterprise, profession, or occupation
for gain, benefit, advantage, or livelihood, whether
for profit or not for profit.

a. Self-employed individuals, business entities
filing articles of incorporation, partnerships,
limited partnerships, limited liability companies,
foreign corporations, foreign limited partnerships,
and foreign limited liability companies authorized to
transact business in this state, business trusts, and
any business entity that registers with the Secretary
of State.

13: Any business entity that possesses a business
license, permit, certificate, approval, registration,




charter, or similar form of authorization issued by
the state, any business entity that is exempt by law
from cbtaining such a business license, and any
business entity that is operating unlawfully without a
business license.

EMPLOYER. Any person, firm, corporation, partnership,
joint stock association, agent, manager,
representative, foreman, or other person having
contrel or custody of any employment, place of
employment, or of any employee, including any person
or entity employing any person for hire within the
State of Alabama, including a public employer. This
term shall not include the occupant of a household
contracting with another person to perform casual
domestic labor within the household.

(a) The Contractor/Grantee is a business entity or employer
as those terms are defined in Section 3 of the Act.

(b) The Contractor/Grantee is not a business entity or
employer as those terms are defined in Section 3 of the
At

3. As of the date of this Certificate, the Contractor/Grantee

does not knowingly employ an unauthorized alien within the
State of Alabama and hereafter it will not knowingly
employ, hire for employment, or continue to employ an
unauthorized alien within the State of Alabama;

4, The Contractor/Grantee is enrolled in E-Verify unless it is

not eligible to enroll because of the rules of that program

or other factors beyond its control.

Certified this _ 25th day of June 2018 -

West Publishing Corporation d/b/a West, a Thomson Reuters business
Name of Contractor/Grantee/Recipient

g~ A

John 5. Nelson

Its _ Director of Procurement and Proposal Mangement

The above Certification was signed in my presence by the person
whose name appears above, on
this 2sth day of June 2015

WITNESS: (A]/ULU,ZWO) : /QJ}ZLM

Alicia A. DeGross

Printed Name of Witness



State of Alabama
Disclosure Statement

(Required by Act 2001-955)

ENTITY COMPLETING FORM

West Publishing Corporation d/b/a West, a Thomson Reuters business
ADDRESS

610 Opperman Drive, Eagan, MN 55123
CITY, STATE, ZIP TELEPHONE NUMBER

( ) 651-687-7000

STATE AGENCY/DEPARTMENT THAT WILL RECEIVE GOODS, SERVICES, OR IS RESPONSIBLE FOR GRANT AWARD

Alabama Supreme Court and State Law Library
ADDRESS
Heflin-Torbert Judicial Building, 300 Dexter Avenue

CITY, STATE, ZIP TELEPHONE NUMBER
Montgomery, AL 36104 ( ) 334-229-0578

This form is provided with:

D Contract D Proposal Request for Proposal I:I Invitation to Bid |:| Grant Proposal

Have you or any of your partners, divisions, or any related business units previously performed work or provided goods to any State
Agency/Department in the current or last fiscal year?

Yes |:| No

If yes, identify below the State Agency/Department that received the goods or services, the type(s) of goods or services previously pro-
vided, and the amount received for the provision of such goods or services.

STATE AGENCY/DEPARTMENT TYPE OF GOODS/SERVICES AMOUNT RECEIVED

See attached list.

Have you or any of your partners, divisions, or any related business units previously applied and received any grants from any State
Agency/Department in the current or last fiscal year?

I:' Yes No

If yes, identify the State Agency/Department that awarded the grant, the date such grant was awarded, and the amount of the grant.
STATE AGENCY/DEPARTMENT DATE GRANT AWARDED AMOUNT OF GRANT
N/A

1. List below the name(s) and address(es) of all public officials/public employees with whom you, members of your immediate family, or
any of your employees have a family relationship and who may directly personally benefit financially from the proposed transaction.
Identify the State Department/Agency for which the public officials/public employees work. (Attach additional sheets if necessary.)

NAME OF PUBLIC OFFICIAL/EMPLOYEE ADDRESS STATE DEPARTMENT/AGENCY

N/A

OVER



2. List below the name(s) and address(es) of all family members of public officials/public employees with whom you, members of your
immediate family, or any of your employees have a family relationship and who may directly personally benefit financially from the
proposed transaction. Identify the public officials/public employees and State Department/Agency for which the public officials/public
employees work. (Attach additional sheets if necessary.)

NAME OF NAME OF PUBLIC OFFICIAL/ STATE DEPARTMENT/
FAMILY MEMBER ADDRESS PUBLIC EMPLOYEE AGENCY WHERE EMPLOYED
N/A

If you identified individuals in items one and/or two above, describe in detail below the direct financial benefit to be gained by the public
cfficials, public employees, and/or their family members as the result of the contract, proposal, request for proposal, invitation to bid, or
grant proposal. (Attach additional sheets if necessary.)

N/A

Describe in detail below any indirect financial benefits to be gained by any public official, public employee, and/or family members of the

public official or public employee as the result of the contract, proposal, request for proposal, invitation to bid, or grant proposal. (Attach
additional sheets if necessary.)

N/A

List below the name(s) and address(es) of all paid consultants and/or lobbyists utilized to obtain the contract, proposal, request for pro-
posal, invitation to bid, or grant proposal:

NAME OF PAID CONSULTANT/LOBBYIST ADDRESS

N/A

By signing below, I certify under oath and penalty of perjury that all statements on or attached to this form are true and correct
to the best of my knowledge. | further understand that a civil penalty of ten percent (10%) of the amount of the transaction, not
to exceed $70,000.00, is applied for knowingly providing incorrect or misleading information.

JL /'/"”Z'\ b g /Zw 5

Signature Date
U QUKL‘%W o>y >245 = D
W (}%'/3‘0/5 AI-2 O
Notary's Signature Date’ : Date Notary Expires

Act 2001-955 requires the disclosure statement to be completed and filed with all proposals, bids, contracts, or grant proposals to the
State of Alabama in excess of $5,000.

ALICIA A DEGROSS
Notary Public
State of Minnesota
My Commission Expires
January 31, 2020
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MOBILE POLICE DEPT

MONTGOMERY CITY ATTORNEY
MORGAN COUNTY PROBATE JUDGE
MORGAN COUNTY SHERIFF
MOUNTAIN BROOK POLICE DEPT
OPELIKA CITY ATTORNEY

ORANGE BEACH LEGAL ADMIN
PELHAM POLICE DEPT

PICKENS COUNTY

RUSSELL COUNTY LAW LIBRARY
RUSSELL COUNTY PROBATE JUDGE
SAMFORD UNIV PARALEGAL
SARALAND POLICE DEPT

SHELBY COUNTY COMM

SOUTH UNIV

SOUTH UNIV EDMC

ST CLAIR COUNTY LAW LIBRARY

TROY UNIV

TROY UNIV LAW DEPT

TUSCALOOSA COUNTY DIST ATTORNEY
UNIV OF ALABAMA UNIV COUNSEL
UNIV OF SOUTH ALABAMA POLICE
VIRGINIA COLLEGE

WALLACE STATE COMMUNITY COLLEGE

** COMPANY CONFIDENTIAL **



ALABAMA CLEAR CONTRACTS

AL DISTRICT ATTORNEY

AL EDUCATION DEPT

AL INDUSTRIAL RELATIONS

AL LABOR DEPT

AL MEDICAID AGENCY

AL PHARMACY BOARD

AL PORT AUTHORITY

AL SECURITIES COMM

AL TRANSPORTATION DEPT

ANNISTON PD

DEKALB COUNTY DISTRICT ATTORNEY

ENTERPRISE POLICE DEPT

HOMEWOQOQOD POLICE DEPT

HOOVER POLICE DEPT

JEFFERSON COUNTY DISTRICT ATTORNEY

LIMESTONE COUNTY SHERIFF

MADISON COUNTY SHERIFF

MOBILE COUNTY SHERIFFS DEPT

MOBILE POLICE DEPT

MORGAN COUNTY SHERIFF

MOUNTAIN BROOK POLICE DEPT

ORANGE BEACH LEGAL ADMIN

PELHAM POLICE DEPT

SARALAND POLICE DEPT

TUSCALOOSA COUNTY DIST ATTORNEY

UNIV OF SOUTH ALABAMA POLICE
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THE E-VERIFY PROGRAM FOR EMPLOYMENT VERIFICATION MEMORANDUM OF
UNDERSTANDING FOR EMPLOYERS USING A DESIGNATED AGENT

ARTICLE |
PURPOSE AND AUTHORITY

This Memorandum of Understanding (MOU) sets forth the points of agreement between the
Department of Homeland Security (DHS), Thomson Reuters U.S. Inc. (Employer), and
HireRight, Inc. (Designated Agent) regarding the Employer's and Designated Agent's-
participation in the Employment Eligibility Verification Program (E-Verify). This MOU explains

- certain features of the E-Verify program and enumerates specific responsibilities of DHS, the
Social Security Administration (SSA), the Employer, and the Designated Agent. References to
the Employer include the Designated Agent when acting on behalf of the Employer. E-Verify is a
program that electronically confirms an employee’s eligibility to work in the United States after
completion of the Employment Eligibility Verification Form (Form I-9). For covered government
contractors, E-Verify is used to verify the employment eligibility of all newly hired employees and
all existing employees assigned to Federal contracts.

Authority for the E-Verify program is found in Title IV, Subtitle A, of the lllegal Immigration
Reform and Immigrant Responsibility Act of 1996 (IIRIRA), Pub. L. 104-208, 110 Stat. 3009, as
amended (8 U.S.C. § 1324a note). Authority for use of the E-Verify program by Federal
contractors and subcontractors covered by the terms of Subpart 22.18, “Employment Eligibility
Verification”, of the Federal Acquisition Regulation (FAR) (hereinafter referred to in this MOU as
a “Federal contractor”) to verify the employment eligibility of certain employees working on
Federal contracts is aiso found in Subpart 22.18 and in Executive Order 12989, as amended.

ARTICLE i
FUNCTIONS TO BE PERFORMED
A. RESPONSIBILITIES OF SSA

1. SSA agrees to provide the Employer (through the Designated-Agent) with available
information that will allow the Employer to confirm the accuracy of Social Security
Numbers provided by all employees verified under this MOU and the employment
authorization of U.S. citizens. -

2. SSA agrees to provide the Employer and Designated Agent appropriate assistance
with operational problems that may arise during the Employer's participation in E-
Verify. SSA agrees to provide the Designated Agent with names, titles, addresses,
and telephone numbers of SSA representatives to be contacted during the E-Verify
process.

Page 1 of 15 | E-Verify MOU for Employer (Client) using a Designated Agent | Revision Date10/29/08 www.dhs.gov/E-Verify




B

=-Verify

. FEC
o 0"’

k3 u L f‘
e

~VERIFY IS A SERVICE OF DHS

Company ID Number: 11557
Client Company ID Number: 229630

SSA agrees to safeguard the information provided by the Employer through the E-
Verify program procedures, and to limit access to such information, as is
appropriate by law, to individuals responsible for the verification of Social Security
Numbers and for evaluation of E-Verify or such other persons or entities who may
be authorized by SSA as governed by the Privacy Act (5 U.S.C. § 552a), the Social
Security Act (42 U.S.C. 1306(a)), and SSA regulations (20 CFR Part 401).

SSA agrees to provide a means of automated verification that is designed (in
conjunction with DHS's automated system if necessary) to provide confirmation or
tentative nonconfirmation of U.S. citizens’ employment eligibility within 3 Federal
Government work days of the initial inquiry.

SSA agrees to provide a means of secondary verification (including updating SSA
records as may be necessary) for employees who contest SSA téntative
nonconfirmations that is designed to provide final confirmation or nonconfirmation of
U.S. citizens' employment eligibility and accuracy of SSA records for both citizens
and aliens within 10 Federal Government work days of the date of referral to SSA,
unless SSA determines that more than 10 days may be necessary. In such cases,
SSA will provide additional verification instructions.

B. RESPONSIBILITIES OF DHS

1.

After SSA verifies the accuracy of SSA records for aliens through E-Verify, DHS
agrees to provide the Employer (through the Designated Agent) access to selected
data from DHS's database to enable the: Employer (through the Designated Agent) to
conduct, to the extent authorized by this MOU:

» Automated verification checks on alien employees by electronic means, and
¢ Photo verification checks (when available) on emplbyees.

DHS agrees to provide to the Employer and Designated Agent appropriate
assistance with operational problems that may arise during the Employer's
participation in E-Verify. DHS agrees to provide the Designated Agent names, titles,
addresses, and telephone numbers of DHS representatives to be contacted during
the E-Verify process.

DHS agrees to provide to the Employer (through the Designated Agent), the E-Verify
User Manual containing instructions on E-Verify policies, procedures and
requirements for both SSA and DHS, including restrictions on the use of E-Verify.
DHS agrees to provide training materials on E-Verify.

DHS agrees to provide to the Employer (through the Designated Agent) a notice,
which indicates the Employer's participation in the E-Verify program. DHS also
agrees to provide to the Employer (through the Designated Agent) anti-discrimination
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notices issued by the Office of Special Counsel for Immigration-Related Unfair
Employment Practices (OSC), Civil Rights Division, U.S. Department of Justice.

5. DHS agrees to issue the Designated Agent a user identification number and
password that will be used exclusively by the Designated Agent, on behalf of the
Employer, to verify information provided by alien employees with DHS’s databases.

6. DHS agrees to safeguard the information provided to DHS by the Employer (through
the Designated Agent), and to limit access to such information to individuals
responsible for the verification of alien employment eligibility and for evaluation of the
"E-Verity program, or to such other persons or entities as may be authorized by
applicable law. Information will be used only to verify the accuracy of Social Security
Numbers and employment eligibiiity, to enforce the Immigration and Nationality Act
(INA) and Federal criminal laws, and to administer Federal contracting requirements.

7. DHS agrees to provide a means of automated verification that is designed (in
conjunction with SSA verification procedures) to provide confirmation or tentative
nonconfirmation of employees' employment eligibility within 3 Federal Government
workdays of the initial inquiry.

8. DHS agrees to provide a means of secondary verification (including updating DHS
records as may be necessary) for employees who contest DHS tentative
-nonconfirmations and photo non-match tentative nonconfirmations that is designed
to provide final confirmation or nonconfirmation of the employees' employment
eligibility within 10 Federal Government work days of the date of referral to DHS,
unless DHS determines that more than 10 days may be necessary. In such cases,
DHS will provide additional verification instructions.

C. RESPONSIBILITIES OF THE EMPLOYER

1. The Employer agrees to display the notices supplied by DHS (through the
Designated Agent) in a prominent place that is clearly visible to prospective
employees and all employees who are to be verified th\rough the system.

2. The Employer agrees to provide to the SSA and DHS the names, titles, addresses,

and telephone numbers of the Employer representatives to be contacted regarding
E-Verify.

3. The Employer agrees to become familiar with and comply with the most recent
version of the E-Verify User Manual. The Employer will obtain the E-Verify User
Manual from the Designated Agent.

4. The Employer agrees to comply with current Form 1-9 procedures, with two
exceptions:
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e If an employee presents a “List B” identity document, the Employer
agrees to only accept "List B" documents that contain a photo. (List B documents
identified in 8 C.F.R. § 274a.2(b)(1)(B)) can be presented during the Form |-9
process to establish identity.) If an employee objects to the photo requirement

. for religious reasons, the Employer should contact E-Verify at 1-888-464-4218.

. if an employee presents a DHS Form 1-551 (Permanent Resident Card)

or Form 1-766 (Employment Authorization Document) to complete the Form 1-9,
'the Employer agrees to make a photocopy of the document and to retain the

photocopy with the employee’s Form |-9. The employer will use the photocopy to

verify the photo and to assist DHS with its review of photo non-matches that are

contested by employees. Note that employees retain the right to present any List
A, or List B and List C, documentation to complete the Form |-9. DHS may in the
-future designate other documents that activate the photo screening tool.

5. The Employer understands that participation in E-Verify does not exempt the
Employer from the responsibility to complete, retain, and make available for
inspection Forms 1-9 that relate to its employees, or from other requirements of
applicable regulations or laws, including the obligation to comply with the
antidiscrimination requirements of section 274B of the INA with respect to Form -9
procedures, except for the following modified requirements applicable by reason of
the Employer's participation in E-Verify: (1) identity documents must have photos, as
described in paragraph 4 above; (2) a rebuttable presumption is established that the
Employer has not violated section 274A(a)(1)(A) of the Immigration and Nationality
Act (INA) with respect to the hiring of any individual if it obtains confirmation of the
identity and employment eligibility of the individual in compliance with the terms and
conditions of E-Verify; (3) the Employer must notify DHS if it continues to employ any
employee after receiving a final nonconfirmation, and is subject to a civii money
penalty between $550 and $1,100 for each failure to notify DHS of continued
employment following a final nonconfirmation; (4) the Employer is subject to a
rebuttable presumption that it has knowingly employed an unauthorized alien in
violation of section 274A(a)(1)(A) if the Employer continues to employ an employee
after receiving a final nonconfirmation; and (5) no person or entity participating in E-
Verify is civilly or criminally liable under any law for any actlon taken in good faith
based on information provided through the confirmation system DHS reserves the
right to conduct Form [-8 compliance inspections during the course of E-Verify, as
well as to conduct any other enforcement activity authorized by law.

6. The Employer agrees to initiate E-Verify verification procedures (through the
Designated Agent), for new employees within 3 Employer business days after each
employee has been hired (but after both sections 1 and 2 of the Form -9 have been
completed), and to complete as many (but only as many) steps of the E-Verify
process as are necessary according to the E-Verify User Manual. The Employer is
prohibited from initiating verification procedures before the employee has been hired
and the Form |-9 completed. If the automated system to be queried is temiporarily
unavailable, the 3-day time period is extended until it is again operational in order to
accommodate the Employer's attempting, in good faith, to make inquiries during the
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period of unavailability. In all cases, the Employer (through the Designated Agent),
must use the SSA verification procedures first, and use DHS verification procedures
and photo screening tool only after the SSA verification response has been given.
Employers may initiate verification, through the Designated Agent, by notating the
Form I-9 in circumstances where the employee has applied for a Social Security
Number (SSN) from the SSA and is waiting to receive the SSN, provided that the
Employer (through the Designated Agent) performs an E-Verify employment
verification query using the employee’s SSN as soon as the SSN becomes available.

7. The Employer agrees not to use E-Verify procedures for pre-employment screening
of job applicants, in support of any unlawful employment practice, or for any other
use not authorized by this MOU. Employers must use E-Verify (through its
Designated Agent} for all new employees, unless an Employer is a Federal
contractor that qualifies for the exceptions described in Article 11.D.1.c. Except as
provided in Article 11.D, the Employer will not verify selectively and will not verify
employees hired before the effective date of this MOU. The Employer understands

- that if the Employer uses E-Verify procedures for any purpose other than as
authorized by this MOU, the Employer may be subject to appropriate legal action and
termination of its access to SSA and DHS information pursuant to this MOU.

8. The Employer (through its Designated Agent) agrees to follow appropriate
procedures (see Article Ill. below) regarding tentative nonconfirmations, including
notifying employees of the finding, providing written referral instructions to
employees, allowing employees to contest the finding, and not taking adverse action
against employees if they choose to contest the finding. Further, when employees
contest a tentative nonconfirmation based upon a photo non-match, the Employer is
required to take affirmative steps (see Article 111.B. below) to contact DHS with
information necessary to resolve the challenge.

9. The Employer agrees not to take any adverse action against an employee based
upon the employee's perceived employment eligibility status while SSA or DHS is
processing the verification request unless the Employer obtains knowledge (as
defined in 8 C.F.R. § 274a.1(})) that the employee is not work authorized. The
Employer understands that an initial inability of the SSA or DHS automated
verification system to verify work authorization, a tentative nonconfirmation, a case in
continuance (indicating the need for additional time for the government to resolve a
case), or the finding of a photo non-match, does not establish, and should not be
interpreted as evidence, that the employee is not work authorized. In any of the
cases listed above, the employee must be provided a full and fair opportunity to
contest the finding, and if he or she does so, the employee may not be terminated or
suffer any adverse employment consequences based upon the employee’s
perceived employment eligibility status (including denying, reducing, or extending
work hours, delaying or preventing training, requiring an employee to work in poorer
conditions, refusing to assign the employee to a Federal contract or other
assignment, or otherwise subjecting an employee to any assumption that he or she
is unauthorized to work, or otherwise mistreating an employee) until and unless
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10.

11.

12.

13.

14.

secondary verification by SSA or DHS has been completed and a final
nonconfirmation has been issued. If the employee does not choose to contest a
tentative nonconfirmation or a photo non-match or if a secondary verification is
completed and a final nonconfirmation is issued, then the Employer can find the
employee is not work authorized and terminate the employee’'s employment.
Employers or employees with questions about a final nonconfirmation may call E-
Vem‘y at 1-888-464-4218 or OSC at 1-800-255-8155 or 1-800—237-2515 (TDD).

The Employer agrees to comply with Title VIl of the Civil Rights Act of 1964 and
section 274B of the INA by not discriminating unlawfully against any individual in
hiring, firing, or recruitment or referral practices because of his or her national origin
or, in the case of a protected individual as defined in section 274B(a)(3) of the INA,
because of his or her citizenship status. The Employer understands that such illegal
practices can include selective verification or use of E-Verify except as provided in
part D below, or discharging or refusing to hire employees because they appear or
sound “foreign” or have received tentative nonconfirmations. The Employer further
understands that any violation of the unfair immigration-related employment
practices provisions in section 274B of the INA could subject the Employer to civil
penalties, back pay awards, and other sanctions, and violations of Title VIl could
subject the Employer to back pay awards, compensatory and punitive damages.
Violations of either section 274B of the INA or Title VIl may also lead to the
termination of its participation in E-Verify. If the Employer has any questions relating
to the anti-discrimination provision, it should contact OSC at 1-800-255-8155 or 1-
800-237-2515 (TDD).

The Employer agrees to record the case verification number on the employee's Form
1-9 or to print the screen containing the case verification number and attach it to the
employee's Form 1-9.

The Employer agrees that it will use the information it receives from SSA or DHS
(through the Designated Agent) pursuant to E-Verify and this MOU only to confirm
the employment eligibility of employees as authorized by this MOU. The Employer
agrees that it will safeguard this information, and means of access to it (such as
PINS and passwords) to ensure that it is not used for any other purpose and as
necessary to protect its confidentiality, including ensuring that it is not disseminated
to any person other than employees of the Employer who are authorized to perform
the Employer's responsibilities under this MOU, except for such dissemination as
may be authorized in advance by SSA or DHS for legitimate purposes.

The Employer acknowledges that the information which it receives through the
Designated Agent from SSA is governed by the Privacy Act (5 U.S.C. § 552a(i)(1)
and (3)) and the Social Security Act (42 U.S.C. 1306(a)), and that any person who
obtains this information under false pretenses or uses it for any purpose other than
as provided for in this MOU may be subject to criminal penaities.

The  Employer agrees to cooperate with DHS and SSA in their compliance
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monitoring and evaluation of E-Verify, including by permitting DHS and SSA, upon
reasonable notice, to review Forms |-9 and other employment records and to
interview it and its employees regarding the Employer’s use of E-Verify, and to
respond in a timely and accurate manner to DHS requests for information relating to
their participation in E-Verify. '

D. RESPONSIBILITIES OF FEDERAL CONTRACTORS

1.

The Employer understands that if it is a Federal contractor subject to the
employment verification terms in Subpart 22.18 of the FAR it must verify the
employment eligibility of any “employee assigned to the contract” (as defined in FAR
22.1801) in addition to verifying the employment eligibility of all other employees
required to be verified under the FAR. Once an employee has been verified through
E-Verify by the Employer, the Employer may not reverify the employee through E-
Verify.

a. Federal contractors not enrolled at the time of contract award: An Employer
that is not enrolled in E-Verify as a Federal contractor at the time of a contract
award must enroll as a Federal contractor in the E-Verify program within 30
calendar days of contract award and, within 90 days of enroliment, begin to
use E-Verify to initiate verification of employment eligibility of new hires of the
Employer who are working in the United States, whether or not assigned to
the contract. Once the Employer begins verifying new hires, such verification
of new hires must be initiated within 3 business days after the date of hire.
Once enrolled in E-Verify-as a Federal contractor, the Employer must initiate
verification of employees assigned to the contract within 80 calendar days

- after the date of enrollment or within 30 days of an employee’s assignment to
the contract, whichever date is later.

b. Federal contractors already enrolled at the time of a contract award:
* Employers enrolled in E-Verify as a Federal contractor for 90 days or more at
the time of a contract award must use E-Verify to initiate verification of
employment eligibility for new hires of the Employer who are working in the
United States, whether or not assigned to the contract, within 3 business
days after the date of hire. If the Employer is enrolled in E-Verify as a Federal
contractor for 90 calendar days or less at the time of contract award, the
Employer must, within 80 days of enrollment, begin to use E-Verify to initiate
verification of new hires of the contractor who are working in the United
States, whether or not assigned to the contract. Such verification of new hires
must be initiated within 3 business days after the date of hire. An Employer
enrolled as a Federal contractor in E-Verify must initiate verification of each
employee assigned to the contract within 90 calendar days after date of
contract award or within 30 days after assignment to the contract, whichever

is later. :

c. Institutions of higher education, State, local and tribal governments and
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sureties: Federal contractors that are institutions of higher education (as
defined at 20 U.S.C. 1001(a)), State or local governments, governments of
Federally recognized Indian tribes, or sureties performing under a takeover
agreement entered into with a Federal agency pursuant to a performance
bond may choose to only verify new and existing employees assigned to the
Federal contract. Such Federal contractors may, however, elect to verify all
new hires, and/or all existing employees hired after November 6, 1986. The
provisions of Article Il, part D, paragraphs 1.a and 1.b of this MOU providing
timeframes for initiating employment verification of employees assigned to a
contract apply to such institutions of higher education, State, local , tribal
governments, and sureties.

d. Verification of all employees: Upon enroliment, Employers who are Federal
contractors may elect to verify employment eligibility of all existing employees
working in the United States who were hired after November 6, 1986, instead
of verifying only those employees assigned to a covered Federal contract.

. After enrollment, Employers must elect'to do so only in the manner
designated by DHS and initiate E-Verify verification of all existing employees
within 180 days after the election.

e. Form -9 procedures for Federal contractors: The Employer (through its
Designated Agent), may use a previously completed Form 1-9 as the basis
for initiating E-Verify verification of an employee assigned to a contract as
fong as that Form 1-@ is complete (including the SSN), complies with Article
i1.C.4, the employee’s work authorization has not expired, and the Employer
has reviewed the information reflected in the Farm (-9 either in person or in
communications with the employee to ensure that the employee’s stated
basis in section 1 of the Form I-9 for work authorization has not changed
(including, but not limited to, a lawful permanent resident alien having
become a naturalized U.S. citizen). If the Employer is unable to determine
that the Form 1-9 complies with Article I.C.4, if the employee’s basis for work
authorization as attested in section 1 has expired or changed, or if the Form |-
9 contains no SSN or is otherwise incomplete, the Employer shail complete a
new I-9 consistent with Article 11.C.4, or update the previous 1-9 to provide the
necessary information. If section 1 of the Form 1-9 is otherwise valid and up-
to-date and the form otherwise complies with Article !.C.4, but reflects
documentation (such as a U.S. passport or Form [-5651) that expired
subsequent to completion of the Form |-9, the Employer shall not require the
production of additional documentation, or use the photo screening tool
described in Article 1l.C.4, subject to any additional or superseding
instructions that may be provided on this subject in the E-Verify User Manual.
Nothing in this section shall be construed to require a second verification
using E-Verify of any assigned employee who has previously been verified as
a newly hired employee under this MOU, or to authorize verification of any
existing employee by any Employer that is not a Federal contractor.
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2. The Employer understands that if it is a Federal contractor, its compliance with this
MOU is a performance requirement under the terms of the Federal contract or
subcontract, and the Employer consents to the release of information relating to
compliance with its verification responsibilities under this MOU to contracting officers
or -other officials authorized to review the Employer's compliance with Federal
contracting requirements.

E. RESPONSIBILITIES OF THE DESIGNATED AGENT

1. The Designated Agent agrees to provide to the SSA and DHS the names.'titles,
addresses, and telephone numbers of the Designated Agent representatives who will
be accessing information under E-Verify.

2. The Designated Agent agrees to become familiar with and comply with the E-Verify
User Manual and provide a copy of the manual to the Employer so that the Employer
can become familiar with and comply with E-Verify policy and procedures.

3. The Designated Agent agrees that any Designated Agent Representative who will
perform employment verification queries will complete the E-Verify Tutorial before
that individual initiates any queries.

A. The Designated Agent agrees that all Designated Agent representatives
will take the refresher tutorials initiated by the E-Verify program as a
condition of continued use of E-Verify, including any tutorials for Federal
contractors if the Employer is a Federal contractor.

B. Failure to complete a refresher tutorial will prevent the Designated
Agent and Employer from continued use of the program.

4. The Designated Agent agrees to obtain the necessary equipment to thilize E-Verify.

5. The Designated Agent agrees to provide the Employer with the notices described in
Article 11.B.4 above.

6. The Designated Agent agrees to initiate E-Verify procedures on behalf of the
Employer in accordance with the E-Verify Manual and E-Verify Web-Based Tutorial.
The Designated Agent will query the automated system using information provided
by the Employer and will immediately communicate the response back to the
Employer. If the automated system to be queried is temporarily unavailable, the 3-
day time period is extended until it is again operational in order to accommodate the
Designated Agent's attempting, in good faith, to make inquiries on behalf of the
Employer during the period of unavailability. In all cases, the Designated Agent will
use the SSA verification procedures first, and will use DHS verification procedures
only as directed by the SSA verification response.

7. The Designated Agent agrees to cooperate with DHS and SSA in their compliance
monitoring and evaluation of E-Verify, including by permitting DHS and SSA, upon
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reasonable notice, to review Faorms 1-9 and other employment records and to
interview it and its employees regarding the use of E-Verify, and to respond in a
timely and accurate manner to DHS requests for information relating to their
participation in E-Verify.

ARTICLE 1l

REFERRAL OF INDIVIDUALS TO SSA AND DHS

A. REFERRAL TO SSA

1.

If the Employer receives a tentative nonconfirmation issued by SSA, the Employer
must print the tentative nonconfirmation notice as directed by the automated system
and pravide it to the employee so that the employee may determine whether he or
she will contest the tentative nonconfirmation.

The Employer will refer employees to SSA field offices only as directed by the
automated system based on a tentative nonconfirmation, and only after the Employer
records the case verification number, reviews the input to detect any transaction
errors, and determines that the employee contests the tentative nonconfirmation.
The Employer (through the Designated Agent), will transmit the Social Security
Number to SSA for verification again if this review indicates a need to do so. The
Employer will determine whether the employee contests the tentative
nonconfirmation as soon as possible after the Employer receives it.

If the employee contests an SSA tentative nonconfirmation, the Employer will provide
the employee with a system-generated referral letter and instruct the employee to
visit an SSA office within 8 Federal Government work days. SSA will electronically
transmit the result of the referral to the Employer (through the Designated Agent)
within 10 Federal Government work days of the referral unless it determines that

more than 10 days is necessary. The Employer agrees to check the E-Verify system
regularly for case updates.

The Employer agrees not to ask the employee to obtain a printout from the Social
Security Number database (the Numident) or other written verification of the Social
Security Number from the SSA.

B. REFERRAL TO DHS

1.

If the Employer receives a tentative nonconfirmation issued by DHS, the Employer
must print the tentative nonconfirmation notice as directed by the automated system
and provide it to the employee so that the employee may determine whether he or
she will contest the tentative nonconfirmation.

If the Employer finds a photo non-match for an employee who provides a document
for which the automated system has transmitted a photo, the employer must print the
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photo non-match tentative nonconfirmation notice as directed by the automated
system and provide it to the employee so that the employee may determine whether
he or she will contest the finding.

3. The Employer agrees to refer individuals to DHS only when the employee chooses to
contest a tentative nonconfirmation received from DHS automated verification
process or when the Employer issues a tentative nonconfirmation based upon a
photo non-match. The Employer will determine whether the employee contests the
tentative nonconfirmation as soon as possible after the Employer receives it.

4. If the employee contests a tentative nonconfirmation issued by DHS, the Employer
will provide the employee with a referral letter and instruct the employee to contact
DHS through its toll-free hotline (as found on the referral letter) within 8 Federal
Government work days.

5. i the employee contests a tentative nonconfirmation based upon a photo non-match,
the Employer will provide the employee with a referral letter to DHS. DHS will
electronically transmit the result of the referral to the Employer within 10 Federal
Government work days of the referral unless it determines that more than 10 days is

necessary. The Employer agrees to check the E-Verify system regularly for case
updates.

6. The Employer agrees that if an employee contests a tentative nonconfirmation based
upon a photo non-match, the Employer (or the Designated Agent) will send a copy of
the employee’s Form [-551 or Form 1-766 to DHS for review by:

» Scanning and uploading the document, or

¢ Sending a photocopy of the document by an express mail account (furnished and
-paid for by DHS).

7. The Employer understands that if it cannot determine whether there is a photo
match/non-match, the Employer is required to forward the employee's
documentation to DHS by scanning and uploading, or by sending the document as
described in the preceding paragraph, and resolving the case as specified by the
Immigration Services Verifier at DHS who will determine the photo match or non-
match.

ARTICLE IV
SERVICE PROVISIONS

The SSA and DHS will not charge the Employer or the Designated Agent for verification
services performed under this MOU. DHS is not responsible for providing the equipment needed
to make inquiries. A personal computer with Internet access is needed to access the E-Verify
System.

ARTICLE V
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PARTIES

A. This MOU is effective upon the signature of all parties, and shall continue in effect for as
long as the SSA and DHS conduct the E-Verify program unless modified in writing by the
mutual consent of all parties, or terminated by any party upon 30 days prior written
notice to the others. Any and all system enhancements to the E-Verify program by DHS
or SSA, including but not limited to the E-Verify checking against additional data sources
and instituting new verification procedures, will be covered under this MOU and will not
cause the need for a supplemental MOU that outlines these changes. DHS agrees to
train employers on all changes made to E-Verify through the use of mandatory refresher
tutorials and updates to the E-Verify User Manual. Even without changes to E-Verify,
DHS reserves the right to require employers to take mandatory refresher tutorials. An
Employer that is a Federal contractor may terminate this MOU when the Federal
contract that requires its participation in E-Verify is terminated or completed. In such a
circumstance, the Federal contractor must provide written notice to DHS. If an Employer
that is a Federal contractor fails to provide such notice, that Employer will remain a
participant in the E-Verify program, will remain bound by the terms of this MOU that
apply to non-Federal contractor participants, and will be required to use the E-Verify
procedures to verify the employment eligibility of all newly hired employees.

B. Notwithstanding Article V, part A of this MOU, DHS may terminate access to E-Verify if it
is deemed necessary because of the requirements of law or policy, or upon a
determination by SSA or DHS that there has been a breach of system integrity or
security by the Designated Agent or the Employer, or a failure on the part of either to
comply with established procedures or legal requirements. The Employer understands
that if the Employer is a Federal contractor, termination of this MOU by any party for any
reason may negatively affect the Employer's performance of its contractual
responsibilities.

l

C. Some or all SSA and DHS responsibilities under this MOU may be performed by
contractor(s), and SSA and DHS may adjust verification responsibilities between each
other as they may determine necessary. By separate agreement with DHS, SSA has
agreed to perform its responsibilities as described in this MOU.

D. Nothing in this MQOU is intended, or should be construed, to create any right or benefit,
substantive or procedural, enforceable at law by any third party against the United
States, its agencies, officers, or employees, or against the Designated Agent, the
Employer, or their agents, officers, or employees.

E. Each party shall be solely responsible for defending any claim or action against it arising
out of or related to E-Verify or this MOU, whether civil or criminal, and for any liability
wherefrom, including (but not limited to) any dispute between the Designated Agent or
the Employer and any other person or entity regarding the applicability of Section 403(d)
of IIRIRA to any action taken or allegedly taken by the Designated Agent or the
Employer.
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F. Participation in E-Verify is not confidential information and may be disclosed as
authorized or required by law and DHS or SSA policy, including but not limited to,
Congressional oversight, E-Verify publicity and media inquiries, determinations of
compliance with Federal contractual requirements, and responses to inquiries under the
Freedom of Information Act (FOIA).

G. The foregoing constitutes the full agreement on this subject between DHS, the Employer
and the Designated Agent.

Thomson Reuters U.S. Inc. (Employer) hereby designates and appoints HireRight, In¢.
(Designated Agent), including its officers and employees, as the Designated Agent for the
purpose of carrying out Thomson Reuters U.S. Inc. (Employer) responsibilities ufider the MOU
between the Employer, the Designated Agent, and DHS.

The individuals whose signatures appear below represent that they are authorized to enter into
this MOU on behalf of the Employer, the Designated Agent and DHS respectively.

If you have any questions, contact E-Verify at 1-888-464-4218.
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Approved by:

Employer Thomson Reuters U.S. Inc.
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- __Information Required
; ' 'For the E-Verify Designatéd Agent Program

information relating to your Company:

Company Name: Thomson Reuters U.S. Inc.

'

Corﬁpany Facllity Address: Metro Center, One Station Place

Stamford, CT 06902

County or Parish: FAIRFIELD - -

¥

Employer Identification -
' ' Number: 522261790

North American industry
~ Classiflcation Systems
- Code: 519

Parent Company:

Number of Emﬁloyees: 10,000 and over

Page 15 of 15 | E-Verily MOU for Emaloyer (Client) using a Designated Agent | Revision Date 10/28/08 www.dhs.gov/E-Verify





